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Q.\be necessary to the functioning of the Fed-
= "¢ral information cénters.

~ing September 380,

“(c) There is hereby authorized to be ap-
priated $7,000,000 for the fiscal year end-

may be necessary fol each succeeding fiscal
year for carrylng outi\the purposes of this
section.”. .

{(b) The table of contynis of the Federal
Property and Administratiye Services Act of
1949 is amended by inserfing immediately
after the item pertaining to, section 111 the
following new ltem:

“Sec, 112. Federal informatidn centers.”.

Mr. ROBERT C. BYRD, MM\ President,
I ask unanimous consent to ha¥e printed
in the Recorp an excerpt from\the re-

port (No. 95-1129), explaining ti pur-

poses of the measure.
‘There being no objectmn the exc
was ordered to be printed in the REco
as follows:
PURPOSE AND SUMMARY OF THE ACT

The purpose of . 3259 is to establish legls-
lative aythority for a national system of Fed-
eral information centers.

Federal information centers provide direct
help to citizens with questions about Federal
Government services, programs and regula-
tions. They provide better sccess to the Fed-
eral Government, cut redtape and reduce
paperwork for many citizens who merely seek
basic information about Government.

The Federal Information Centers Act au-
thorizes the Administrator of the General
Bervices Admintstration (GSA) to establish
s nationwide network of Federal informa-
tion centers. The centers are to provide the
public with information sbout programs and
procedures of the Federal Government,

- The Administrator is further authorized to
prescribe necessary regulations for managing
the information centers. A sum of $7 milliop
for fiscal year 1980 and such sums as may be
necessary for succeeding fiscal years are also
authorized to ﬂna,nce the program.

NEED FOR LEGISLATION

Federal Information Centers were first pro-
posed by President Johnson in 1985, The first
pilot center was opened in Atlanta, Ga., the
following year. The GSA has developed a 12-
year experience with this demonstration
program. -

Presently, information centers are located
in 88 major metropolitan areas. An additional
47 cities are comxnected by toll-free tielines.
(See appendix A.) In fiscal year 1977 more
than 8 million inquiries were answered. Half
of the Natlon’'s population have the advan-
tage of this service. While every segment of

soclety has access to the centers, the prineipal’
beneficiaries were poor people least mformed>

and knowledgeable about Government,

In early 1977, the Office of Management and
Budget (OMB) conducted & study of the in-
formation centers program. (See appendix B
for executive summary of study.) The OMB
found that the centers operate at a high

degree of responsiveness to the substantial

volume and diversity of questions they re-
ceive.’
" The OMB further found that the centers
could be improved through strengthened
overall management, better information sys-
tem design. improved support facilitfbs and
expansion of the population served.

The study concluded that before improve-

ments should be undertaken, legislative au-

thorization and separate approprla.tlons
should be sought from the Congress in ‘order
to better assure central control and accournt-
ability for center operations. Presently 17
agencles reimburse the GSA for the costs of
‘the centers.

Permanent establighment of Federal in-

* formation centers was also recommended by
_ the Federal Paperwork Commission because

of the frustration the Commission found

many citizens exper!enced In just frying to
obtaln simple information about Govern-
ment.

. S. 3269 will meet the need to provide a
permanent legislative basis for greater cen-
tral control and accountability for center

operatlons. The bill will 'also enable the pro- -

gram to expand and meet the needs of cit-
izens in 22 States who do not have Informa-
tlon centers today.

Mr. ROBERT C. BYRD. Mr. President,
I move to reconsider the vote by which
the bill passed.

Mr. BAKER. I move to lay that motion
on the table.

The motion to lay on the table was
agreed to.

CONSIDERATION OoF CERTAIN
~ MEASURES ON THE CALENDAR

# Mr. ROBERT C.BYRD. Mr. President,
there are two other bills that are cleared
_Yor action by unanimous consent. They
.axe Calendar Orders No. 1099 and 1105.
+I agk unanimous consent that the Sen-
+ate\proceed to consideration of those
two arders.

Thé, PRESIDING OFFICER. Is there
objectign? :

Mr. R. Reserving the right to
object, My. President, there is no objec~
tion. These items are cleared on our
Calendar. =

The PRESIDING OFFICER. Without
objection, it ii\so ordered.

<
ISSUANCE QF SUBSTITUTE
TREASURY CHECKS

Y .

The bill (H.R. 13087) to authorize the
issuance of substitutd Treasury checks
without undertakings indemnity, ex-
cept as the Secretary the Treasury
may require, was consldeked, ordered to
a third reading, read the third time, and
passed.

Mr. ROBERT C. BYRD. r, Presi-
dent, I ask unanimous consent to have
printed in the Recorp an excerpt from
the report (No. 95-1176), explamhag the
purposes of the measure.

There being no objection, the exc pt
was ordered to be printed in the REcoRp,

as follows:
PURPOSE \

H.R. 13087 would authorize the Depart-
ment of the Treasury to issue substitute
checks to replace checks which have been
received by the payee and subsequently
lost, stolen, destroyed, mutilated, or defaced,
except as the Secretary of the '1‘reasury may
require.

Under existing law, before a substitute
check may be Issued for an amount in excess
of $200, the payee must agree to indemnify
the United States by formally promising to
repay the Treasury, in the event that both
the original and the substitute checks are
lawfully cashed.

- Enactment of H.R. 13087 would eliminate
this requirement, unless the Secretary of
the Treasury determined that an undertak-
ing of indemnity was necessary to protect
the interests of the United States.
BACKGROUND
CURRENT LAW

Section 8646(a) of the Revised Statutes,
as amended (31 U.S.C. 528(a)), requires
that an undertaking of indemnity be ob-

tained by the Secretary of the Treasury be- -

fore a substitute Treasury check can be
issued to replace an outstanding Treasury
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check where the check has been lost, stolen, -

destroyed, mutilated or .defaced., In the
undertaking, the claimant agrees to reim-
burse the Federal Government if both the
original and substitute checks are cashed.

SBection 3648(b) (81 U.8.C. 528(b)) lists
five exceptions to the requirement for an
undertaking of indemnity, but nevertheless
authorizes the Secretgry of the Treasury to
require such an undertaking, even in-the
excepted situations if he deems it essentlal
to the public interest.

Among the exceptions are loss ‘of a check
while in the custody of the Government prior
to delivery to the payee, checks issued for
$200 or less, and clalms flled by the United
States, a State, certain other political sub-
divisions, a foreign government, or a Federal
Reserve bank. )

EXPERIENCI".' UNDER CURRENT LAW

The Treasury Department has advised the
committee that the current requirement that
undertakings of indemnity be obtained un-
necessarily - delays for weeks, and even
months, the settlement of valid claims from
members of the public for relatively small
amounts of money.

The Treasury Department advised further
that at present, substitute check claims not
included in the five exceptions in subsection
(b) constitute between 7 and 8 percent of
the claims processed by the Department. The
undertakings which are obtained are gener-
ally without sureties, private or corporate,
because of the small amoynts involved.
Therefore, the undertaking of indemnity pro-
vides only the promise of the clalmant to re-
Imburse the amount of any overpayment
caused by the cashing of both the original
and substitute checks.

Technically, the undertakings have some
significance In view of the fact that they ob-
ligate the clalmant to refund the proceeds
of the checks whether or not he or she has
recelved an overpayment. However, the
Treasury states that they are not of practical
significance because the Department does not
as a rule seek relmbursement from a claim-
ant who has not participated in the negotia-
tlon of the original check. Further, the De-
partment does not use the undertakings as
a legal basls for taking action against a claim-
ant In the event of a double payment, but
Instead relies solely upon the grounds of the
overpayment itself.

The Treasury Department advises that of
the exceptions appearing in subsection (b),
only that which excepts checks issued for

8200 or-less 1s of concern, since the other ex--

ceptions are of limited applicability and ‘the
Department does not now and would not in
the future use Treasury’s discretionary au-
thority to require bonds of indemnity tn the
\ltuatlons described 1n the other exceptions.
he $200 or less exception was estahblished
in 1945 when it was raised from $50. In the
interyening 30 years, the dollar amount of
checkX has escalated dramatically. In a sur-
vey taken in August 1975, 1,600 checks were
chosen random, and 41.4 percent of theni
exceeded “$200. Thus, what was, in 1945, a
small percentage of checks has now become
nearly a majority. The same survey revealed
that 2.6 perdent of the checks exceed $5600,
1.3 percent e d $750, and 0.9 percent ex-
ceed $1,000.

The Depa.rtme\t concluded that these fig-
ures indicate the Jneed to eliminate the re-
quirement for unHertakings of indemnity,
except In the discretjon of the Secretary of
the Treasury, rathe* than to raise the
amount of the exception provided. The De-
partment concluded further that a newly
established amount would soon become out-
da»ted 11’ check amounts continue to escalate.

NEED FOR LEGISLATION

In requesting enactment of this leglsla-
tion, the Treasury Department has stated
that (1) a total of $18,000 is eg:pended an-
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nuaily. for clerical time and supplies in the
procurement of undertakings of indemnity
for a relatively small number of cases; (2)
settlement actions on over 12,000 valid claims
per year are unnecessarily delayed for long
perfods of time because-of the indemnifica-
tion requirement; (3) a 1978 survey revealed
that over 50 percent of Treasury claims were
tor checks in excess of $200—a dollar Iimit
originally set in 1945 when claims in this
amount were relatively rare; (4) since the
Federal  Government recelves no benefit
whatever from the undertakings of In-
demnity, the administrative burden involved
in handling them is unwarranted; and (5)
slnce the Secretary of the Treasury has ‘the
authority under section 3646(d) of the Re-
vised Statutes to issue regulations, 1f the sub-
Ject bill is enacted, the Secretary would ex-
ercise that authority to establish the criteris
for undertakings of indemnity.

Mr. ROBERT C. BYRD. Mr, President,
T move to reconsider the vote by which
the bill was passed.

Mr. BAKER. I move to lay that motion
on the table.

The motion to lay on the table was
agreed to.

CMDR. EDWARD WHITE RAWLINS

The Senate proceeded to consider the
bill (H.R. 1445) conferring jurisdiction
upon the U.S. Court of Claims to hear,
determine, and render judgment upon
the claim of Comdr. Edward White Raw-
lins, U.S. Navy (retired), which had been
reported from the Committee on the
Judiciary with an amendment-on page
2, beginning with line 15, insert the
following:

8rc. 3. If such court renders judgment in
favor of such claim, such court may award,
in addition to any amount awarded for retro-
active active-duty pay and allowances and
retirement pay, reasonable Htigation costs,
and a reasonable attorney’s fee in an amount
not to exceed five percent of the amount
awarded for retroactive actlve-duty pay and
allowances and retirement pay.

The amendment was agreed to.

The amendment was ordered to be
engrossed and the bill to be read a third
time.

The bill was read the thlrd time, and
passed.

Mr. ROBERT C. BYRD. Mr. President,
I ask unanimous consent to have printed
in the REcorp an excerpt from the re-
port (No. 95-1182), explaining the pur-
poses of the measure.

There being no objection, the excerpt

was ordered to be printed in the Recorp,

as follows:
) PURPOSE OF THE BILL
* The purpose of the bill, as amended, is to

. walve applicable limitations, lapses of time

or laches and to confer jurisdiction upon the
7.8, Court of Clalms to hear, determine and
render judgment upon the claim of Comdr.
Edward White Rawlins, U.S. Navy (retired)
of Washington, D.C., for retroactive active-
duty pay and allowances and retirement pay
for his nonpromotion to the grade of cap-
tain, such nonpromotion allegedly being the
prohbsable consequence‘of improper and In-
equitable actlons within the Department of
Navy. The bill, as amended, stipulates thet
any suit instituted under its provistons must
be brought within 1 year of the date of
enactment and that its enactment does not
constitute an Inference of liability on the
part of the U‘n.lted States.
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‘promotion in grade, supra, the Department

September 12, 1978

Mr. ROBERT C. BYRD. Mr. Presi-.
dent, I move to reconsider the vote by i
which the bill was passed.

Mr. BAKER. I move to lay that mo-
tion on the table.

The motion to lay on the table was
agreed-to.

FACTUAL, SUMMARY

Comdr. Edward White Rawlins, U.S. Navy.
retired, [hereinafter, “claimant’’], now 76,
was graduated from the U.8. Naval Academy
‘on June 4, 1924, Effectlve the following day,
he was appointed to the grade of enslgn,
U.S. Navy, and served continuously on active
duty until July 1, 1951, when he was retired
in the grade of commander upon his own
application, pursuant to the provisions of
section 6, act of February 21, 1946, 60 Stat.
26, 27, as amended 34 U.S8.C. 410(b) (1952);
see 10 U.S.C. 6323 (1970). During his active

TECHNICAL AND CLERICAL
CORRECTIONS

Mr. ROBERT C. BYRD. Mr. President,

. service, claimant received the following 1y gox unanimous consent that the Se

. . C=
promotions: Lieutenant (junior grade), )
une 5. 1927 lleutenant, June 30, 1p43; retary of the Senate be authorized to

make technical and clerical corrections in
the engrossment of the Senate amend-
ment to H.R. 9370.

The PRESIDING OFFICER. Without
9bjection, it is s0 ordered.

Heutenant commander, May 22, 1939; and
commander (temporary), August 30, 1942.
In June 1942, just prior to claimant’s last

of the Navy instituted a “panel” system to
review roster of names submitted by th
Secretary for temporary promotions to com
mander and captain. Each panel member,
who was one of a number of senior naval
officers at both domestic and forelgn duty
stations selected by the Secretary, would
review the roster of names and check off
those names of eligible candidates who he
felt were ‘“qualified for temporary promo-
tion,” ! Once the rosters were returned, the
“yotes” were tabulated and a composite list
of nominees was prepared for the President’s
approval. Clalmant, along with other line
commanders, was consldered for temporary
promotion to the grade of captain by three
such panels, convened during the following
periods: August-November 1943; June-
August 1944; and January-April 1945. Claim-
ant failed to be nominated for promotion
in all three instances.

At the close of 1945, the Navy utilized af
least one “administrative b?ard" in effecting
promotions. That type of board, consisting of

FOREIGi\T INTELLIGENCE SURVEIL-
LANCE ACT OF 1978

Mr. ROBERT C. BYRD. Mr. Presi-
dent, I ask that the Chair lay before
the Senate a message from the House of
Representatives on 8. 1566, . -

: The PRESIDING OFFICER laid be-
fore the Senate the following message
from the House of Representatives:

Resolved, That the bill from the Senate
(8. 1666) entitled “An Act to amend title 18,
United States Code, to authorize applica-
tions for a court order approving the use of
electronic surveillance to obtain foreign in-
telligence information”, do pass with the
following amendments:

Strike out all after the enacting clause,
and insert: That this Act may be cited as
the “Foreign Intelligence Surveillance Act of

some 15 members (8 Regular Navy and 7 1978".
Naval Reserve officers), also considered com- TABLE OF CONTENTS
manders for temporary promotion to the oprprE I —ELECTRONIC SURVEILLANCE

grade of captain. Members of the Board,
which convened in Washington, D.C., were
furnished the names and records of ofﬁcers
(Regular and Reserve) eligible for such pro-
motions and were instructed to recommend
“only those officers who are considered quali-
fled to assume the responsibilities of the

WITHIN: THE TUNITED STATES FOR
FOREIGN INTELLIGENCE PURPOSES
Sec. 101. Definitions.
Sec. 102. Authorization for electronic surveil~
‘ lance for foreign intelligence pur-
poses.

higher rank.”? In November-December 1945, Sec.103. Jurisdiction.
one such board considered, but did not rec- Sec. 104 Application for an order.
ommend, claimant for promotion. Sec. 105. Issuance of an order.
By letter dated June 9, 1047, clalmant peti- - Sec. 106. Use of information.
tioned the Secretary of the Navy for promo- Sec. 107. Report of electronic survelllance.
tion, with the “lineal position” he would Sec. 108. Congressional oversight.
have occupied had he been nominated by the Sec. 109. Penalties.
first pariel, for “reasons of equity and justice Sec. 110. Clivil labillty.
ad supported by the facts set forth” in his Sec. 111. Authorization during time of war.

letter. His request was denied, in substance
on the ground that, between 1943 and 1945,
four duly constituted selection boards had’
considered his “name and official record” and
had failed to recommend him and further
that there was no evidence of unfairness or
partiality in the history of the case.

Twice in 1950, once in January and again
in October, claimant’s eligibility for promo-
tion was passed upon by statutory selection
boards convened pursuant to the Officer Per-
sonnel Act of 1947, 61 Stat. 795, as amended.
He was not selected for promotion by elther
Board and, in 1851, submitied his application
for retirement in lleu of mandatory retire-
ment which was ar_ucepted

TITLE II-—CONFORMING AMENDMENTS

Sec. 201. Amendments to chapter 119 of title
18, United States Code.

TITLE III—EFFECTIVE DATE
Sec. 301, Effective date.

TITLE I—ELECTRONIC SURVEILLANCE
WITHIN THE UNITED STATES FOR
FOREIGN INTELLIGENCE PURPOSES

DEFINITIONS

SEec. 101. As~used In this title:
“ (a) “Foreign power” means—
(1p a forelgn goveérnment or any compo-
_nent thereof, whether or not recognized by
the United States;

(2) a faction of a forelgn nation or na-
tions, not substantially composed of United
States persons;

(3) an entity that is openly acknowledged
by a forelgn government or governments te
be directed and controlled by such forelgn
government or governments;

(4) a group engaged In international fer-
rorism or activities in preparation therefor;

(6) a foreign-based political organization

. 1Tt was never established whether panel
members on foreign duty had regular access
to complete personnel files for record review
purposes. Rather, overseas panel members
were * ‘authorized to confer with a senlor
officers in two areas as desired in making
your selections.’” Rawlins v. United States,
197 Ct. C1. 972, 980 (1972).
s Rawlins, supra, n. 1, at 981-82.
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not substb,ntially composed of United States
persons; or

(6) an entity that is directed and con-
trolled by a foreigh government or govern-
ments, .
‘(b)) “Agent of a foreign power” means—

(1) any person other than & United States

person, who—

(A) acts In the United States a.s an officer,
member, or employee of a forelgn power; or

(B) acts for or on behalf of a foreign
power which engages in clandestine intel-
ligence activities in the Untted gtates con-
trary to the interests of the United States,
when the circumstances of such person’s
presence in the United States indicate that
such person may engage in such activities
in the United States, or when such person
knowingly alds or abets any person in the
conduct of such activities or knowingly con~
spires with any person to engage in such
activities; of

(2) any person who—

(A) knowingly engageés In clandestine in-
telligence gathering activities for or on be-
half of o Torelgn power, which activities in-
volve or may Iinvolve a violation of the
criminal statutes of the United States;

(B) pursuant to'the direction of an in-
telligence -service or network of a foreign
power, knowingly engages in any other
clandestine Intelligence activities for or on
behalf of such foreign power, which activi-
ties Involve or are about to involve a viola-
tion of the criminal gtatutes of the United
States;

(C) knowingly engages In sabotage or in-

~ternational terrorism, or activities that are
in preparation therefor, for or on behalf of
a forelgn power; or . =

(D) knowingly aids or abets any person
in thé’ conduct, of activities described in sub-
paragraph (A) (B), or (C) or knowingly
conspires with any person to engage in ac-

-tivities described in subparagraph (A), (B),
or (C).
- (€) “Intemationa,l terrorism”
tivities that—

(1) involve violent acts or acts dangerous
to human life or property that are or may
be a violation of the criminal laws of the
TUnited States or of any State, or that might
involve a ‘criminal violation if committed
wlithin the jurisdiction of the Unilted States
or any State;

(2) appear to be intended—

(A) to Intimidate or coerce & civilian popu-
lation;

(B) to influence the policy of a govern-
-ment by intimidation or coercion; or

(C) to affect the conduct of a government
by assassination or kldnapplng, and

(3) occur totally outside the United States,
or transcend national boundaries in terms of

~ the means by which they are accompllshed
the persons they appear intended to coerce
or intimidate, or the locale in which their
perpetrators operate or seek asylum.

(d) “Sabotage” means activitles that in-
volve or may involve & violation of chapter
106 of title 18, United States Code, or that
might involve such a violation if commttted
against the United States.

(e) “Foreign intelligence information'
meansg—

(1). information that relates to and, if con-
cerning a United States person, is necessary
%o the ability of the United States to protedt
against—

(A) actual or potential attack or other
grave hostile acts of a foreign power or an
egént of a fore} power;

(B) sa.botage or international terrorism
by a forelgn power or an agent o:f a foreign
power; or

(C) clandestine intelligence activities by
on Intelligence service or network of a for-
eign power or by en agent of a foreign power;
or

means ac-
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" (2) information with respect to a foreign
power or foreign territory that relates to and,
if concerning a United States person, is nec-
essary to—

(A) the national defense or the securlty
of the United States; or

(B) the conduct of the forelgn affairs of
the United States.

(f) “Electronic surveillance” means—

(1) the acquisition by an electronic, me-
chanical, or other surveillance device of the
contents of any wire or radio communica-
tlon sent by or intended to be received by
8 particular, known United States person
who 13 in the United States, if the contents
are acquired by intentlonally targeting that
United States person, under circumstances
in which a person has a reasonable expecta-
tion of privacy and a warrant would be re«
quired for law enforcement purposes;

(2) the acquisition by an electronic, me-
chanlical, or other surveillance device of the
contents of any wire communication to or
from a person in the United States, without

the consent of any party thereto, if such ~

acquisition occurs in the United States;

(8) the intentional acquisition by an elec-
tronic, mechanical, or other surveillance de-
vice of the contents of any radio communi-
cation, under circumstances in which a per-
son has a reasonable expectation of privacy
end a warrant would be required for law en-
forcement purposes, and if both the sender

and all intended reciplents are located with-

in the United States; or

(4) the installation or use of &n electronic,
mechanical, or other surveillance device in
the United States for monitoring to acquire
information, other than from a wire or radio
communication, under circumstances in
which a person has a reasonable expectation
of privacy and a warrant would be required
for law enforcement purposes.

(g) “Attorney General” means the Attor-

. ney Gerniéral of the United States (or Acting

Attorney General) or the Deputy Attorney
General.

(h) “Minimization procedures’, with re-
spect to electronie survelllance means—

(1) specific procedures,” which shall be
adopted by the Attporney General, that are
reasonably designed in light of the purpose
and technlque of the particular surveillance,
to minimize the acquisition, retention, and
dissemination of nonpublicly available infor-
mation concerning unconsenting United
States persons consistent with the need of the
United States to obtaln, produce, and dis-
seminate foreign intelligence informastion;

(2) procedures that require that nponpub-

" lely avallable information, which s not for-

elgn intelllgence information, as defined in
subsection (e) (1), shall not be disseminated
in a manner that identifies any individual
United States person, without such person’s
consent, unless such person’s identity is
necessary to understand foreign intelligence
informatioh or assess its importance;

(8) notwithstanding paragraphs (1) and .

(2), procedures that allow for the retention
and dissemination of information that is
evidence of a crime which has been, is be-
Ing, or is about to be commilited and that
is to be retained or disseminated for the
purpose of preventing the crime or enforcing
the criminal law; and |

. (4) notwithstanding paragraphs (1), (2),
and (3), with respect to any electronic sur-
velllahce approved pursuant to section 102
(a), procedures that require that no contents
of any communication to which a United
States person 1s a party shall be disclosed,
disseminated, or used for any purpose or re-
tained for longer than twenty-four hours

_unless a court order under section 105 is

obtained or unless the Attorney General
determines that the information may indi-
cate a threat of death or serious bodily hal'm
to any person.

(1) “United States person” means a citizen
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of United States, an alien lawfully admitted
for permanent residence (as deflned in sec-
tlon 101(a) (20) of the Immigration and Na~
tionality Act), an unincorporated assocla-
tion a substantial number of members of

‘which are citizens of the United States or

allens lawfully admitted for permanent resi-
dence, or a corporation which is incorporated
in the Unilted States, but does not include &
corporation or an association which is a for-
elgn power, as defined In subsection (a) (1),
(2),0r (3).

(J) “United States”, when used in a geo-
graphic sense, means all areas under the ter-
ritorial sovereignty of the United Stdtes and
the Trust Territory of the Pacific Islands.

(k) “Aggrieved person” means & person
who is the target of an electronic surveil-
lance or any other person whose communi-
cations or activities were subject to elec-
tronic surveillance.

(1) “Wire communication” means a.ny com-
munication while it is being carried by 2
wire, cable, or other llke cohnection fur-
nished or operated by any person engaged
as a common carrier in providing or operat-
ing such facilities for the transmission of in-
terstate or foreign cormmunications.

(m) .“Person” means any individusal, in-
cluding any officer or employee of the Federal
Government, or any group, entity, assocla-
tion, corporation, or foreign power.

(n) “Contents”, when used with respect to
a communication, includes any information
concerning the tdentity of the partles to such
communication or the existence, substance,
purport, or meaning of that communication.

(0) “State’ means any State of the United
States, the District of Columbia, the Com-
monwealth of Puerto Rico, the Trust Terri-
tory of the Pacific Islands, and any territory
or possession of the United States.

. AUTHORIZATION FOR ELECTRONIC SURVEILLANCE

FOR FOREIGN INTELLIGENCE PURPOSES

Skc. 102. (a) 1) Notwithsta.ndlng any other
law, the President, through the Attorney
General, may authorize electronic surveil-
lance without a court order under this title
to acquire foreign intelligence information
for periods of up to one year if the Attorney
General certifies in writing under oath
that— '

(A) the electronic surveillance is solely
directed at—

(1) communications exclusively between or
among foreign powers, as defined in section
101(a) (1), (2),or (3); or

(1i) the acquisttion of technical intelll-
gence from property or preimilses under the
open and exclusive control of a foreign power,
as defined in section 101(a) (1), (2), or (3); -
and

(B) the proposed minimization procedures
with respect to such surveillance meet the
definition of minimization procedures under
section 101(h); and

if the Attorney General shall report such

-minimization procedures and any.-changes

thereto to the House Permanent Select Com-
mittee on Intelligence and the Senate Select
Committee on Intelligence at least thirty
days prior to their effective date, unless the
Attorney General determines immediate ac-
tion is required and notifies the committees
immediately of such minimization procedures
and the reason for their becoming effective
immediately.

(2) An electronic surveillance authorized
by this subsection may be conducted only in
accordance with the Attorney General’s certi-
fication and the minimization procedures
adopted by him.

(3) With respect to electronic surveillance
authorized by this subsection, the Attorney
General may direct a specified communica-
tion common carrier

(A) furnish all information, facilities, or
technical assistance necessary to accomplish
the electronic surveillance in such a manner.
as will protect 1ts secrecy and produce & min-
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Imum of interference with the services that
such carrier is providing its customers; and

(B) maintain under security procedures
approved by the Attorney General and the

Director of Central Inteliigence any records
concerning the surveillance or the aid fur-

' nished which such carrier wishes to retain.

The Government shall compensate, at the
prevalling rate, such carrier for furnishing
such aid.

(b) Applications for a court order under
this title are authorized if the President has,
by written authorization, empowered the At-
torney General to approve applications to a
United States district court, and a judge to
whom an application is made may, notwith-
standing any other law, grant an order, in

-conformity with section 105, approving elec-

tronic surveillance of s foreign power or an
agent of a forelgn power for the purpose of
obtaining foreign intelligence information,
except that the court shall not have Jurisdic-
tion to grant any order approving electronic
surveillance directed solely as described in

' paragraph (1) (A) of subsectlon (a) unless’

sucth surveil';lance may involve the acquisition
of communiications of any United States
person. ) ) -

- JURISDICTION

Bec. 103 (a) The United States district
feourts shall have jurjsdiction to receive
applications for court orders under this title
mld to issue orders under section 105 of this

le.. :

(b) Proceedings under this title shall be

conducted as expeditiously as possible. It any
application to the United States district

‘court is denied, the court shall record the

reasons for that denial, and the reasons for
that denial shall, upon the -motion of the
barty to whom the application was denied,
be transmitted under seal to” the United
Btates court of appeals.

APPLICATION FOR AN ORDER

BEC. 104. (a) Each application for an order
ap{:roving electronic surveillance under this
title shall be made by a Federal officer in
writing upon oath or affirmation to a Judge
having jurisdietion under section 108. BEach
application shall require the approval of the

- Attorney General based upon his finding that

it satisfles the eriteria and requirements of
such application as set forth in this title.
It shall include— :
. (1) the identity of the Federal officer mak-
ing the application;

(2) the authority comferred on the Attor-
ney General by the President of the United

States and the approval of the Attorney Gen-

eral to make the application;

(8) the identity, if known, or a description
of the target of the electronic survelllance;

(4) a statement of the facts and eircum-
stances relied upon'by the applicant to jus-
ity his belief that— -

(A) the target of the electronic surveil-
lance is a foregn power or an agent of a
forelgn power; and

(B) each.of the facilities or places at
which the electronic survelllance is directed
1s being used, or is about to be used, by a
foreign power or an agent of a foreign power;

(6) a statement of the proposed minimiza-
tion procedures;

(6) a detailed description of the nature of,

the information sought and the type of com-
munications or activities to be subjected to
the surveillance; :

(7) a certification or certifications by the
Assistant to the President for National Secu-
rity Affairs and an executive branch official
or officlals designated by the President from
among those executive officers employed in

‘the area of national security or defense and

appointed by the President with the advice
and consent of the Senate— ) ‘

(A) that the certifylng officlal deems the
inforfation sought to be foreign intelligence
Information;

p
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(B) that the purpose of the surveillance is .

to obtain foreign intelligence information;

(C) that such information cannot reason~
ably be obtained by normal investigative
techniques; )

(D) that designates the type of foreign in-
telligence information being sought accord-
ing to the categories described In section
101(e); and )

(E) Including a statement of the basis for
the certification that— /

(1) the information sought is the type of
foreign intelligence information designated;
and .

(1) such information cannot reasonably
be - obtained ‘by normal investigative tech-
niques;

(8) a statement of the means by which the
survelllance will be affected; .

(9) a statement of the facts concerning all
previous applications that have been made
to any judge under this title involving any
of the persons, facilities, or places specified
in the application, and the action taken on
each previous application;

(10) a statement of the period of time for

which. the electronie surveillance is required -

to be maintalned, and If the nature of the
intelligence gathering is such that the ap-
proval of the use of electronic surveillance
under this title should not automatically
terminate when the described type of In-
formation hes first been obtalned, a descrip-
tion of facts supporting the bellef that addt-
tional information of the same type will be
obtained thereafter; and

(11) whenever more than one electronie,
mechanical or other surveillance device 1a to
be used with respect to a particular proposed
electronic surveillance, the coverage of the

.devices involved and what minimization pro~

cedures apply to information acquired by
esch device. . '

(b) Wheénever the target of the electronic
surveillance is a forelgn power, as defined in
section 101(a) (1), (2}, or (3), and each of
the facilities or places at which the surveil-
lance 1is directed 13 owned, leased, or ex-
clusively used by that foreign power, the ap-
plication need not contain the Information

_required by paragraph (6), (7) (E), (8), and
(11) of subsection (a), but shall contain such

informatlon about the surveillance tech-
niques and communications or orther in-
formation concerning United States persons
likely to be obtalned as may be necessary to
assess the proposed minimization procedures.

(¢) The Attorney General may require any -

other affidavit or certification from any other
officer in connection with the application. -

(d) The judge may require the applicant
to furnish such other information as may be
necessary to make the determinations re-
quired by section 105.

ISSUANCE OF AN ORDER

Sec. 105. (a) Upon an application made
pursuant to section 104, the judge-shall enter
an ex parte order as requested or as modi-
fled approving the electronic surveillance if
he finds that—

(1) the President has authorized the At~
torney General to approve applications for
electronic surveillance for foreign Iintelli-
gence Information;

(2) the applicatlon has been made by a
Federal officer and approved by the Attorney
General;

{8) on the basis of the facts submitted by
the applicant there is probable cause to be-
lieve that—

(A) the target of the electronic surveil-
lance is a forelgn power or an agent of &
foreign power: Provided, That no United
States person may be considered a foreign
power or an agent of a foreign power solely
upon the basis of activities protected by the
first amendment to the Constitution of the
United States; and

(B) each of the facilities or places at
which the electronic surveillance 1s directed
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13 being used, or is about to be used, by a
foreign power or an agent of a forelgn power;
(4) the proposed minimization procedures
meet the definltion of minimization pro-
cedures under section 101(h); and ~

(5) the application which has been filed
contains all statements and certifications re-
quired by section 104 and, if the target 1s a
United States person, the certification or-
certifications are mnot clearly erroneous on
the basls of the statement made under sec+
tion 104(a) (7) (E) and any other informa-
tlon furnished under section 104(d).

(b) An order approving an electronic sur-
velllance under this section shall—

(1) specify— ’

(A) the identity, If known, or a descrip-
tlon of the target of the electronic surveil-
lance;

(B) the nature and location of each of
the facilfties or places at which the elec-
tronic surveillance will be directed; '

(C) the type of information sought to be
acquired and the type of communications er
activities to be subjected to the surveil-
lance;

(D) the means by which the electronic
survelllance will be effected;

(E) the perlod of time during which the
electronic survelllance 1s approved; and

(F) whenever thore than one electronle,
mechanleal, or other surveillance device is
to be used under the order, the authorized
coverage of the devices involved and what
minimization procedures shall apply to in-
formation subject to acquisition by each de-
vice; and

(2) direct——

(A) that the minimization procedures be
followed; )

(B) that, upon the request of the appli-
cant, a specified communication or other
common carrier, landlord, custodian, or other
specified person furnish the applicant forth-
with any and all information, facilities, or
technical assistance necessary to accomplish
the electronic surveillance unobstrusively
and in such manner as will protect its
secrecy and produce a minimum of interfer-
ence with the services that such carrier,
landlord, custodian, or other person is pro-
viding ‘that target of electronic survetllance;

(C) that such carrier, landlord, custodian,
or other person maintain under security pro-
cedures approved by the Attormey Genersl
and. the Director of Central Intelligence any
records concerning the survelllance or the
‘a.ld-furnished that such person wishes to
retain; and

(D) that the applicant compensate, at the
prevalling rate, such carrier, landlord, cus-

-todlan, or other person for furnishing such

ald, :

(¢) Whenever the target of the electronic
survelllance is a foreign power, as defined in
sectlon 101(a) (1), (2), or (3), and each of
the facllities or places at which the survell-
lance Is directed 1s owned, leased, or exclu-
slvely used by that foreign power, the order
need not contain the Information required
by subparagraphs (C), (D), and (F) of sub-
section (b) (1), but shall generally describe
the information sought, the communications
or activities to be subjected to the surveil-
lance, and the type of electroniec surveillance
involved, including whether physical entry
1s required.

(d) (1) An order issued under this section

may approve an electroniec surveillance for
the period necessary to achieve its purpose,

. or for ninety days, whichever is less, except

that an order under this sectlion shall ap-
prove an electronic surveillance targeted
agalust o forelgn power, as defined in section
101(a) (1), (2), or (3), for the period specl-~
fied In the application or for one year, which-
ever is less. . .

(2) Extensions of an order issued under
thils title may be granted on the same basis
as an original order upon an application for
an extension and new findings made in the
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same menner &s required for an original
order, except that an extension of an order
under this apter for a survelllance ftar-
geted agalnst a foreign power, as deflned in
section 101(a) (4). (5), or {6), may be for a
period not to exceed one year if the judge
finds prebable cause to believe that no com-
muiication of any indlvidual United States
person will be acquired during the perlod.

(8) At the end of the period of time for
which electronic surveillance is approved by
an order or an extension, the Judge may as-
sess compliance with the minimization pro-
cedures by reviewing the -circumstances
under which information concerning United
States persons was acquired, retalned, or
disseminated,

‘(e) Notwithstanding any other provision
of this title, when the Attorney' General
reasonably determines that— .

(1) an emergency situation exists with re-
spect to the employment of electronic sur-
velllance to obtaln,foreign intelligence.in-
formation before an order authorizing such
survelllance can with due diligence be ob-
talned; and

(2) the factual basls for lssuance of an
order under this title to apprové such sur-
velllance exists;
he may authorize the emergency employment
of electronic survelllance if & judge having
Jurisdiction under section 103 is informed by
the Attorney General or his deslgnee at the
time of such authorization that the decision

has been made to employ emergency elec-.

tronlc surveillance and if an application in
acoordance with this title 1s made to that
Judge as soon as practicable, but not more
than twenty-four hours after the Attorney
General authorizes such surveillance, If the
Attorney Genersl authorizes such emergency
employment of electronic surveillance, he
shall require that the minimization proce-
dures required by this title for the issuance
of a judicial order be followed. In the ab-
gsence. of a judlcial order approving such
electronic surveillance, the surveillance shall
terminate when the information sought is
obhtained, when the application for the order
13 denied, or after the expiration of twenty-
‘four hours from the time of authorization by
the Attorney CGeneral, whichever is earliest.
In the event that such application for ap-

proval is denied, or in any other case where.

the electronic surveillance is terminated and
no order is 1ssued approving the surveillance,
no information obtained or evidence derived
from such survelllance shall be received In
evidence or otherwise disclosed in any trial,
hearing, or other proceeding in or before any
court, grand jury, department, office, agency,
regulatory body, legislative committee, or
other authority of the United States, a State,
or political subdivision thereof, and no in-
formation concerning any United States per-
son acquired from such surveillance shall
subsequently be used or disclosed in any

other manner by Federal officers or employ-

ees without the consent of such person, ex-
cept with the approval of the Attorney Gen-
ernal if the information may indicate a threat
of death or serlous bodily harm to any per-
son. A denial of the application made under
this subsection may. be reviewed as provided
in section 103. . .

() Notwithstanding any other provision of
this title, officers, employees, or agents of
the United States are authorized in the nor-
‘mal course of their official duties to conduect
electronlc surveillance not targeted against
the communications of any particular per-
son or persons, under procedures approved
by the Attorney General, solely to— -

(1) test the capabllity of electronic equi,p-

‘ment, 1f—

(A) it is not reasonable to obtain the con-
_sent of the persons incidentally subjected to
the surveillance;

(B) the test is 1imaited in extent. and dura-
tion to that necessary to determine the capa-
bmty of t,he equipment and

(o)) the contents of any communlication
acqulred are retained and used only for the
purpose of determining the capabllity of the
equipment, are disclosed only to test per-
sonnel, and are destroyed before or immed,l-
ately upon completion of the test;

(2) determine the existence and ca.pa,billty
of electronic surveillance equipment being
used by persons not authorized to conduct
electronic surveillance, if— .

(A) 1t 1s not reasonable to obtain the con-
sent of persons Incidentally subjected to the
surveillance;

(B) such electronic surveillance is llmited
in extent and duration to that necessary to
determine the existence and capabillty of
such equipment; and

(C) any informatlon acquired by such sur-

velllance is used only to enforce chapter 119

of title 18, United States Code, or section 605
of the Communications Act of 1034, or to
‘protect information from uriauthorized sur-
velllance; or

(3) train intelligence personnel in the use
of electronic survelllance equipment, ifem

(A) 1t is not reasonablé to—

(1) obtaln the consent of the persons in-
cidentally subjected to the survelllance;

(it) train persons in the course of surveil-

lances otherwise authorized by this title; or

(iii) train persons in the use of such
equipment without engaging in electronic
surveillance;

(B) such electronic survelllance is limited
in extent and duration to that necessary to

train the personnel in the use of the equip-

ment; and

(C) no contents of any communication ac-
quired are retained or disseminated for any
purpose, but are destroyed as soon as reason-
ably possible.

(g) Certifications made by the Attorney
General pursuant to section 102(a) and ap-
plications made and orders granted under
this title shall be retained for a period of at
least ten years from the date of the appli-
cation and shall be stored at the direction

of the Attorney General under security pro-.

cedures approved by the Director of Central
Intelligence.

USE OF INFORMATION

SEc. 106. (a) Information acquired from
an electronic surveillance conducted pursu-
ant to this title concerning any United States
person may be used and disclosed by Federal
officers and employees without the consent
of the United States person only in accord-
ance’ with the minimization procedures re-
quired by this title. No otherwise privileged
communication obtained in accordance with,
or in violation of the provisions of this title
shall lose its privileged character. No infor-
mation acquired from an electronic survell-
lance pursuant to this title may be used or
disclosed by Federal officers or employees ex-
cept for lawful purposes.

(b) No information acquired pursuant to
this title shall be disclosed for law enforee-
ment purposes unless such disclosure 18 ac-

‘companied by a statement that such infor-

mation, or any information derived there-
froni, may only be used in a criminal pro-
ceoding with the advance authorization of
the Attorney General.

(c) Whenever the Government intends to

‘enter into evidence or otherwise use or dis-

close in any trial, hearing, or other proceed~
Ing in or before any court, department, ofi-
cer, agency, regulatory body, or other au-
thority of the United States, against an ag-
grieved person, any information obtalned or
derived from an electronic survelllance of
-that' aggrieved person pursuant to the au-
thority of this title, the Government shall,
prior to the trial, hearing, or other proceed-
ing or at a reasonable time prior to an effort
to 80 disclose or so use that information or
submit it in evidence, notify the aggrieved
person and the court or other authority in
which the information is to be disclosed or
used that the Government intends to so dis-
close or so use such in.tormation.
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(d) Whenever any State or political sub-
division thereof intends to enter into evi-
dence or otherv‘ise use or disclose In any
trial, hearing, or other proceeding in or be-
fore any court, department, officer, agency,
regulatory body, or other authority of a
State or a political subdivision thereof,
agalnst an aggrieved person any informa-

" tion obtalned or derived from an electronic

surveillance of that aggrieved person pursu-
ant to the authority of this title, the State

“or political subdivision thereof sha,ll notify

the aggrieved person, the court or other au-

" thority in which the information is to be

disclosed or used, and the Attorney General
that the State or political subdivision thereof
intends to so disclose or so use such infor-
mation.

(e) Any person against whom evidence ob-
tained or derived from an electronic surveil-
lance to which he is an aggrieved person is
to be, or has been, introduced or otherwise
used or disclosed in any trial, hearing, or
other proceeding in'or before 'any court, de-
partment, officer, agency, regulatory body, or
other authority of the United States, a State,
or & political subdivision thereof, may move
to suppress the evidence obtained or derived
from such electronic survelllance on the
grounds that—

(1) the information was unlawfully ac-
qulired; or )

(2) the surveillance  was not made in con-
formity with an order of authorization or
approval.

Such a motion shall be made before the
trial, hearing, or other proceeding unless
there was no opportunity to make such a mo-
tion or the person was not aware of the
grounds of the motion. N

(f) Whenever a court or other authority is
natified pursuant to subsectfon (¢) or (d), or
whenever a motion is made pursuant to sub-
section (e) and the Government concedes
that information obtained or derived from an
electronic surveillance pursuant to the ‘au-
thority of this.title as to which the moving
party 1s an aggrieved person is to be, or has
been, introduced or otherwise used or dis-
closed In any trial, hearing, or other pro-
ceeding, the Government may make & motion
before the court to determine the lawfulness
of the electronic surveillance. The motich
may not be heard by a judge who granted or
denled an order or extension lnvolving the
surveillance at issue. Such motion shall stay
any action in any court or authority to deter-
mine the lawfulness of the surveillance. In
determining the lawfulness of the surveil-
lance, the court shall, notwithstanding any
other law, if the Attorney General files an
affidavit under oath with the court that dis-
closure would harm the natlonal security of
the United States or compromise foreign in-
telligence sources and methods, review in
chmeta the application, .order, and such
other materials relating to the surveillance as
may be necessary to determine whether the
surveillance of the aggrieved person was law-
fully authorized and conducted. In making
this “determination, the court may disclose
to the aggrieved person, under appropriate
security procedures and protective orders,
portions of the application, order, or other
materials if there i3 a reasonable guestion
a8 to the legality of the surveillance and if
disclosure would likely promote a more ac-
curate determination of such legality, or if
such disclosure would not harm the national
security.

(g) Except as provided in subsection (f),
whenever any motion or’ request is made
pursuant to any statute or rule of the United
States or any State before any court or other
authority of the United States or any State
to discover or obtain applications or orders
or other materials relating to surveillance
pursuant to the authority of this title or
to discover, obtain, or suppress any infor-
mation obtalned from electronic surveillance
pursuant to the authority of this title, and
the court or other anthority delermines
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that the moving party is an aggrieved per-

. son, if the Attorney General files with the

United States court of appeals an affidavit
under oath that an adversary hearing would
harm the national sgcurity or compromise
foreign intelligence sources and methods
and that no Infébrmation obtained or derived
from an electronic surveillance pursuant to
the -authority of this title has been or is
about to be used by the Government in the
case before the court or other authority,
the Speclal Court of Appeals shall, notwith-
standing any ‘other law, stay the proceed-
ing before the other court or authority and
review in camera and ex parte the applica-
tion, order, and such other materials. as
msy be necessary ta determine whether the
surveillance of the aggrieved person was law-
fully authorized and conducted. In making
this determination, the court of appeals shall
disclose, under appropriate security proce-
dures and protective orders, to the aggrieved
person or his attorney portions of the appli-
cation, order, or other materials relating _
to the surveillance only If necessary to af-
ford due process to the aggrieved person.
(h) If the court pursuant to subsection
() or the court of appeals pursuant to sub-
soction (g) determines the surveillance was

" not lawfully authorized and conducted, it

shall, In accordance with the requirements
of the law, suppress the evidence which was
unlawfully obtained or derived from elec-
tronic burveillance of the aggrieved person
or otherwise grant the motion of the ag-

_grieved person. If the court pursuant to

subsection (f) or the court of appeals pur-

‘suant to subsection (g) determines the sur-

veillance was lawfully authorized and con-
ducted, 1t shall deny the motion of the ag-
grieved person except to the extent that due
process requires discovery or disclosure.

(1) Orders granting or denying motions

or requests under subsection (h), decisions
under this section as to the lawfulness of
electronic survelllance, and, absent a find-
ing of unlawfulness, orders of the district
court or court of appeals grahting or deny-
ing disclosure of applications, orders, or other
materials relating to a surveillance shall

- be final orders and binding upon all courts

‘ot the United States and the several States
except the court of appeals sand the Su-
preme Court.

() In eircumstances 1nvolvlng the unin-
tentional acquisition by an electronic,
mechanical, or other surveillance device of
the contents of any radio communication,
under circumstances in which a person has
& reasonable expectation of privacy and a
warrant would be required for law enforce-
ment purposes, and if both the sender and
all intended reclpients are located within the
United States, such contents- shall be de-
stroyed upon recognition, unless the At~
torney General determines that the contents
may indicate a threat of death or serious
bodily harm to any person.-

(k) If an emergency employment of elec-
tronic survetllance is authorized under sec-
tion 1056(e) and a subsequent order approv-
ing the surveillance is not obtained, the
Jjudge shall cause to be served on any United
States person named in the application and
on such other United States persons subject
to electronic surveillance as the judge may
determine in his discretion it is in the in-
terest of justice to serve, notice of-—

(1) the fact of the application; .

(2) the period of the surveillance; and

(3) the. fact that during the period in~
formation was or was not obtained.

On an ex parte showing of good cause to the
judge the serving of the notice required by
this subsection may be postponed or sus-

‘pended for s period not to exceed ninety
-days. Thereafter,

on a further ex parte
showing of good cause, the court shall torego
ordering the serving of the notice required
under this subsection,

REPORT OF ELECTRONIC SURVEILLANCE

8ec. 107. In April of each year, the Attorney
General shall transmit to the Administrative
Office of the United States Courts and to

Congress a report setting forth-with respect:

to the preceding calendar year—

(a) the total number of applications made
for orders and extensions of orders approving
electronic surveillance under this title; and

(b) the total number of such orders and
extensions elther granted, modified, or
denied. - _

CONGRESSIONAL OVERSIGHT

Sec. 108. (a) On a semiannual basis the
Attorney General shall fully inform the
House Permanent Select Committee on In-
telligence and the Senate Select Committee
on Intelligence concerning all electronic sur-

velllance under this title. Nothing in this "~

title shall be deemed to limit the authority
and responslbility of those committees to

obtain such additional information as they -

may need to carry out their respective func-
tions and dutles.

(b) The Permanent Select Committee on
Intelligence of the House of Representatives
and the Select Committee on Intelligence
of the Senate may pericdically review the in-
formation provided under subsection (a). If
either such committee determines that an
electronic survelllance of a United States
person under this title has produced no for-
eign intelligerice information and that the
disclosure of the fact of such surveillance
to such United States person would not
harm the national security, such commit-~
tes shall inform such person of the fact
of such surveillance and that no foreign in-
telligence Information was derived from
such surveillance.

PENALTIES

SEC. 109. (a) OFFENSE—A person is guilty
of an offense if he Intentionally engaged in
electronic surveillance under color of law
except as suthorized by statute.

«(b) DEFENSE.—It 18 a defense to & pros-
ecution under subsection (a) that the de-
fendant was a law enforcement or investiga-
tive officer engaged In the course of his
official duties and the electronic surveillance
was authorized by and conducted pursuant
to a search warrant or court order of & court
of competent jurlsdiction.

(c) PeNALTY.—AN offense described in this
section 1s punishable by a fine of not more
than $10,000 or imprisonment for not more
than fiye years, or both.

(d) iumsmcnon ~There is Federal jurls-
diction! over an offense under this section
if the person committing the offense was an
officer or employee of the United States at
the time the offense was committed.

! CIVIL LIABILITY

SEC. 110. . CIVIL ACTION.—AM aggrieved
person,| other than a forelgn power or an

tion 101 (a) or (b) (1) (A), respectively, who

agent F a foreign power, as defined in sec-

" has been subjected to an electronic surveil-

lance or whose communication has been dis-
seminated or used in violation of section 109
shall liave a cause of action against any
person! who committed such violation and
shall beé entitled to recover—

(a) lactual damages, but not less than
lquidated damaeges of $1,000 or $100  per
day for each day of violation, whichever
is greater; )

(b) punitive dameges; and

{c) reassonable attorney’s fees and other
investigation and ltigation costs reasonably
incurred.

AUTHORIZATION DURING TIME OF WAR

Sec. {111, Notwithstanding any other law,
the President, through the Attorney' Gen-
. eral, may authorize electronic surveillance
without a court order under this title: to
acquire forelgn intelligence information -for
perlods up to one year during a period of
war declared by the . Congress.
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TITLE II—CONFORMING AMENDMENTS
AMENDMENTS TO CHAPTER 119 OF TITLE 18,
UNITED STATES CODE

8ec. 201. Chapter 119 of title 18, United
States Code, is amended as follows:

(a) Section 2511(2) (a) (il) is amended to
read as follows: .

“(11) Notwithstanding any other law, com-

munication common carriers, their officers, - v

employees, and agents, landlords, custodians,
or other persons, are authorized to provide
information, facilities, or technical assistance
to persons authorized by law to Intercept wire
or oral communications or to conduct elec-
tronie surveillance, as defined in section 101
of the Forelgn Intelligence Surveillance Act
of 1978, if the common carrier, its officers,
employees, or agents, landlord, custodian, or
otlttxlelr specified person, has been provided
W, ]

“(A) a court order- directing such assist-
ance signed by the authorizing judge, or

“(B) a certification in writing by a person
specified in section 2818(7) of this title or
the "Attorney General of the United States
that no warrant or court order is required
by law, that all statutory requirements have
been met, and that the specified assistance
is required,

setting forth the period of time during which
the provision of the information, fecilities,
or technical assistance is authorized and
specifying the Information, facilities, or tech-
nical assistance required. No communication
common carrier, officer, employee, or agent
thereof, or landlord, custodian, or other spec-
ified person shall disclose the existence of
any interception or surveillance or the device:
used to accomplish the interception or sur-
velllance with respect to which the person
has been furnished an order or certification
under this subparagraph, except as may oth-
erwise be reguired by legal process and then
only after prior notification to the Attorney
General or to the principal presecuting at-
torney of a State-or any political subdivision
of a State, as may be appropriate. No cause
of action shall lie in any court against any
communication common carrier, its officers,
employees, or agents, landlord, custodian, or
other specified person for providing informa-~
tion, facilities, or assistance in accordance
with the terms of an order or certification
under this subparagraph.”.

(b) Section 2511(2) is amended by adding
at the end thereof the following new provi-
sions: ;

(e) Notwithstanding any other provision
of this title or section 605 or 606 of the
Communications Act of 1934, it shall not he
unlawful for an officer, employee, or agent
of the United States In the normal course
of his officlal duty to conduct electronic sur-
velllance, as defined In section 101 of the
Foreign Intelligence Surveillance Act of 1978,
as authorized by that Act.

“(f) Nothing contained in this chapter, o1
section 605 of the Communications Act o
1984, shall be deemed to affect the acquisi-
tion by the United States Government of
foreign intelligence information from inter-
national or foreign communleetions by ¢
means other than electronie survelllance a:
defilned in section 101 of the Forelgn Intel
ligence Survelllance Act of 1878, and proce-
dures In this chapter and the Foreign In-
telligence Surveillance Act of 1978 sghall bt
the exclusive statutory means by which elec.
tronic surveillance, as defined in section 10:
of such Act, and the Interception of domestic
wire and oral communications may be con.
ducted.”.

(e) Section 2511(3) is repealed.

(d) Section 2518(1) is amended by insert-
ing *“under this chapter” after “communica-
tion™.

(e) Section 2518(4) is amended by Insert-
ing ‘‘uander this chapter” after both appear.
‘ances of “wire or oral communication”.

(f) Section 2518(9) 1s amended by strik.
mg out “intercepted" and insertlng "inter:
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cepted pursunnt to tmn chuptuzgr
. municasion™. .. -.

(8). Section 2518(10) ‘e amended by st

" Ing out-“intercepted™ and Inserting “inter
cepted pursuant to this chapter™ am
“’first appearance of “communitcation”. T

| (1) Section 2519(3) is smended by’ tosert |
. ing “pursuant to this chapter” aftsr “wire or
.oral commumcations" a.mk nttew “gmnt«ed. or}

'- dented”.

i Snc 301. “The provisions of this Act zmd
ai%ho amendments made hereby shall become

effsctive upon the date of enactment of this
<~ 'Act, except that any e¢lecironic surveillance
* approved by the Attorney General to gather
. foreign intelligence infarmation shall not be
“.deemed unlawful for failure to follow the
wprocedures of this Act, 1f. that surveilance.

.ll terminated or an order approving that sur-

veina.nco is obtained under title I of this

‘Act within ninety day:s muowiug such data
lof enactment.
; Amend the title 80 as to. I-ew' "An Act to
- authorize electronic’ surveillance 2o obtamz
mreign lntemgence iniorxxmtlmL .

..r b

:'Mr. ROBERT C. BYRD, Mr.
"1 move that the

Pmidm&.

Senate disagree— to th& concurrence of the Senate:
amendments of the House. B

The PRESIDING OFFICER. Without

obiection, it is so ordered. .

' ORDER 'ro "HOLD H.R. 12026
' . AT DESK -

> Mr ROBERT C. BYRD. Mr President,
I ask unanimous censent that if and
“when H.R. 12026 is received -from the
. ctizer body, it be held at the dt.sk pending"
-further disposition.

The PRESIDING OFFICER. Wit;hout .

obxection, it is s0 ordered.

ROUTIN’E MORNING BU’SDIESS

Mr ROBERT C. BYRI). Mr. Prmident,
I ask unanimous consent tha% there now
L ¥ a period for the transaction of rou--
t.1e morning business not to extend be-
vnd 30 minutes, with sta tements therein
smited to 5 minutes each.

The PRESIDING omcx-m' Withou(;

7( bjectxon, it 13 50 ordered

.&“SSAGES FROM Z'HJE: PRESIDENT
«. Messages from the' Praudent of the

United States were communicated to the -

A.ena.te by Mr Ch.u-don, one of. hxs sECre=

ERNPR

..X"‘CUTIVE MESSAGES RJ""'FERRED

StAsin executive session, the Presiding
Offcer Iaid before the Senate messages
frony the President of the United States
submitting sundry nominations, which
wors referred to the appmpriate com-
L.ztfves .

 (The nominations received today are
prin»ed at the end of the Senate pro-
c*'*dings) :

I‘_'_VMESSAGES FROM THE HOUSE

’ # . ENROLLED BILL SIGNED- i

™ 4% 9:35a.m., 2 message from the House
44 Reprwentatives delivered” by Mr.
..! 1TV, one of Its reading clerks, an-

: A
"CONGRESSION. NAL RE 2 s
oved For Releasei%& 1236 % &
“eom- - nounced that the Speeker ha.; gned. the. o
following enrolled bill: ..+ .- . M. 5
"7 8. 3107. An-sct to amend. the Bsakruptcy Of Floﬂda ‘and’ Mr CEDBEBEHG“W a‘b@“_

Act to provide for uniform supervision and

.7 control” of employees ~of roferees in. bank- ]
T @

“The enrolled bﬂk was. subsequently \;9‘
signed by the Acting President pro. temn : o <!

pore (Mr. PATJ‘L G BatrmELy) o o

- Mr. Hackney, one of its reading clerks,
announced. -‘that the. Speaker-has ap-
pointed Mr., TEoMPsON, Mr. Gavnos, and

Mr. BucaANarN on the part of the Houss -

as additional conferees in the conference

on -the disagreeing votes of  the: two .
Houses on the amendment of the Senate -«
to HR. 11445, an act to amend the Small -
Business Act and the Small Business In- -

“vestment Act of 1958, solely for the con.:
sidera.tion of sectionsﬂ 117.. .an

The mmge also. announced thatl-the
a.mendmem.s in which it requests . t.he.

- 8. 1568. A act. to. amena: title 18 Tndted
- Statea Code, to autborize applications for a
court order sppmvlng the use of electronlc
*-survelllance
m.tormataonq

At i: 08 p.m-:, Y m%sage frum the Hou.,e
ot' Representatives delivered by - Mr.

Berry, announced that the Speaker has

signied the following enrolled bills:

H.R. 8112." Anr act to repeal chapter 2"7 of
title 44, Unitec States Code;

HR. 9471. An act to amend title 5, Undted
State Code, to provide that Japanese-Ameri-
cans shall be allowed civil service retirement
~ credit for time spent in World War It mtem-
- ment camps; and

HE. 12918. An act to amend section 2310
of title- 44, relating to the Natlona.l Archlves
Trust Fund Board. - 4

“‘The enrolied bms were subsequen‘rly
signed by the Acting President pro temn -
pore (Mr. Pamr.c mmn), . :

— ——

At 1:56 p.m.., a- mmage Irom t.he
House of Representatives delivered by
Mr. Berry, announced that the House
has passed the Iouowmg bul, wit.hout
amendments . . . :

8. 3454. Amact to aamemi the- Act or Au-
gust 29, 1974 (88 Stat. 795; 10 U.8.C: 8302
note), relating te the authorized numbery
for the grades of leutenant colonei and

- colonel in the Air Force and to authorize the

President to suspend certain provisions of
law when he determines that the needs of
the Armeq Forces 80 require and mx' otner
purposes.. B AR S

The message’ also announced that the
House disagrees to the amendments of
the Senate to HR. 12936, an act making
appropriations for the Department of
Housing and Urban. Development, and
for sundry independent agencies, boards,
commissions, corporations, and offices
for the fiscak year ending September 30,
1979, and for other purposes; agrees to
the conference requested by the Senate
on the disagreeing votes of the two
Houses thereon; and that Mr. BoLawp,
Mr. TRAXLER, ‘VIr B.mcvs Mr S'rom\:s
Mr, Bevirr, Mrs. B

- _Approved For Release 2005/1 1I23 CIA—RDPSOSOﬁ

At 12:1% ,pm., a messa.ge from” the
House of Representatives delivered bye States the following enrolled bill:..

House has passed the following hill with

obtam mmlgn. inbelnganco--
o : D-,reports documents, ang papers, whic.

. o, . Offce of Legislative Aftairs, Depertment.

-+ ment. in; adopting and enforeing energy: con- .

 The Setretary of the Seniate reported
that*on today, September-12,..1978. h
presented to the President.of the United

Sl

. 8. 3107 An act to- amend the Bankruptcy
Act to provide for uniform supervision and.
control: ol employees ot reteree& m‘hank— P>
mptc'y,ﬁ o D e B ;

"’ Mr. RORERT C. BYRJ:Y Mr. Presiden 2
- ask unanimous. consent that. s. star
.- print be. made on the report.on H.R. 2329,
the Fish and Wildlife Improvement-Act..
The PRESIDING. OFF'ICER "Wmmut
ohj ‘tion, itisso ordered" :

COWUNICATION S

=The PRESIDING OFFICER- Iaid be-
fore the Senate the following communi-
cations,: together- with  accompanying.

‘were referred as indicated: .. ..
-EC~4286: A communicatiomn: from. the
Director, Office of Mangement and Budget, - .
Executive Office of the Fresident, transmit- LT
" ting, pursuant to law, a.cumulative report
on resclssions and deferrals, Septenaber 1978;
. to- the Committes on the Budget, the Com- ~
mittee on Appropriations, the Committee on
Agriculture, Nutrition, and Forestry, the - -,
Committee on Foreign Relations, the Come- R
mittes o Armed Services, the Conmunities on -y
" the Judiciary, the Committes on Buman Re- - = -
sources,. ther Comunitice om Governmental
Affairs, the Committes on Bankipg, Housing,
and Urban Affairs, the Committee cn Copa~" )
mercs,.. Scionce, and  Trsnsportation,  the -
Committes on Energy and Natural Resources;
abd the Committee on Finance, jointly, pux"
" suant. to order of January 30, 1975. -
BC-4297. A communication from the: Direc:

of the Navy, reporting, pursuant to law; of -
the Intention of the Depertmnent to donage.-
‘certain surplus. property to the Japanese - . .
Foundation for the Promotion .of Maritime
Sclencs, Tokyo, Japan, a noaprofil educe-
‘tlonal organization under the jurisdiction. of
the - Japanese Government's Ministry . of
’I‘mnsparmuon to the Committea on. Armed

e <
EC—4298 A communlcation from the Sec-
retary of Housing and Urban Development,
reporting, pursuant to law, on the late sub-
mission of a report on the progress of states
and units-of general purpose-local govern~

servation. standards; to the: Committee: on
Banking, Housing, and Urban Affalrs.

EC-429%. A communication from the Vice .
President, Governmental - Affairs,. Nationsl -
Rallroad Passenger Corporation, transpait-
ting, pursuant.to law, & report on (1) total
.itemized revenues and expenses: (2) reve-
nues and expeunses of each train operated;
and (3) revenues and total expenses atiribu-~
table to each railroad over which service is
provided, for the month of May 1978; to the
Committea on Commerce Science, and Tran.s-
portationn. .

EC-4300. A commumcatton Irom the Ad-
xninistmbor Energy Information Administra-
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